
Privacy Policy 

Access to our apps is restricted to authorised employees of our clients who are 

allocated credentials by our clients enabling their access to the apps and 

databases which are proprietary to our clients. 

We do not collect or retain data from members of the public who do not have 

access to our apps. 

There are no third-party products within our apps which collect or store data. 

Access is restricted by roles which are also allocated by our clients and channel 

views and content. 

The apps store access names, credentials and roles which is the only personal 

data stored and which is solely used to channel access by users into the data 

segmentation decided by our clients who are generally the employer of the 

user. 

The data generally comprises trading information confidential to each 

individual client and access to the data is restricted to those users authorised 

by the client as database owner. 

It is possible to assess the performance of individual users by analysis of the 

data and is exposed to users in the normal course of business through 

statistical and various methods of analysis as is deemed necessary or 

advantageous to the business of the database owner. 


